**Осторожно мошенники: возможно остаться без шубы и криптовалюты!**

Мошенничество является умышленным противоправным безвозмездным завладением чужим имуществом либо правом на имущество с корыстной целью путем обмана либо злоупотребления доверием. Отличительной особенностью мошенничества является то, что мошенник завладевает имуществом потерпевшего, используя заблуждение лица, которое его передает.

В настоящее время общество все более часто сталкивается с фактами мошенничества, в том числе совершаемыми с использованием информационно-коммуникационных технологий. Причинами мошенничества нередко выступают излишняя доверчивость граждан, устойчивое внедрение в повседневное использование интернет-площадок для приобретения различных товаров, цифровая неграмотность.

Так, неустановленное лицо путем обмана в мессенджере Telegram, под предлогом осуществления операций по обмену криптовалюты завладело денежными средствами жителя Минского района в сумме 30523 рубля.
По указанному факту Минским РОСК возбуждено уголовное дело по
ч.3 ст.209 УК Республики Беларусь.

Нередки случаи мошенничеств, связанных с деятельностью Интернет-магазинов. При заказе товаров вас могут попросить внести предоплату, зачастую путем внесения денежных средств на виртуальный кошелек посредством терминала экспресс-оплаты. Далее магазин в течение нескольких дней будет придумывать отговорки и обещать вам скорую доставку товара, однако бесследно исчезнет либо пришлет некачественный товар.

В марте текущего года неустановленное лицо в ходе переписки в Instagram с жителем Минского района путем обмана, под предлогом продажи и последующей доставки шубы завладело денежными средствами в сумме 249 рублей. По данному факту Минским РОСК возбуждено уголовное дело по ч.1 ст.209 УК Республики Беларусь.

Если вы хотите купить товары по предоплате помните, что серьезные Интернет-магазины не будут просить вас перечислить деньги на виртуальный кошелек или счет мобильного телефона. Поищите информацию о магазине в сети Интернет, посмотрите, как долго он находился на рынке. Если вы имеете дело с сайтом крупной или известной вам компании, убедитесь в правильности написания адреса ресурса в адресной строке вашего браузера. При необходимости потребуйте от администраторов магазина предоставить вам информацию о юридическом лице, проверьте ее, используя общедоступные базы данных налоговых органов и реестр юридических лиц. Убедитесь в том, что вы знаете адрес, по которому вы сможете направить претензию в случае, если вы будете недовольны покупкой.

Прокуратура разъясняет, что в соответствии с ч.1 ст.209 УК Республики Беларусь за совершение мошеннических действий предусмотрено наказание в виде общественных работ или штрафа, или исправительные работы на срок до двух лет, или арест, или ограничение свободы на срок до трех лет или лишение свободы на тот же срок.

В случае повторного совершения мошенничества или группой лиц согласно ч.2 ст.209 УК предусмотрено наказание в виде штрафа или исправительных работ на срок до двух лет, или арест, или ограничение свободы на срок до 4 лет, или лишение свободы на тот же срок.

В силу ч.3 ст.209 УК мошенничество, совершенное в крупном размере, наказывается ограничением свободы на срок от двух до пяти лет или лишением свободы на срок от двух до семи лет, а в особо крупном в соответствии с ч.4 ст.209 УК – лишением свободы от трех до десяти лет.

Прокуратура напоминает, что необходимо подвергать сомнению полученную по телефону информацию, критически оценивать ситуацию и проявлять бдительность, сохранять спокойствие и самообладание, проверять информацию и не передавать деньги незнакомым.
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